影片心得\_2

影片主題：

**網絡安全事件簿之網路駭客。**

影片內的內容文字：

**網路犯罪類型-網際網路與著作權。**

內容概述：

網路犯罪為電腦系統與通訊網路相結合之犯罪，偏重於「網際網路」的應用為犯罪的攻擊目標。以電腦網路作為犯罪場所，利用網路從事非法事項。例：販賣非法盜製光碟、色情、侵入它人電腦、網路毀謗…等。

心得及建議：

駭客的犯罪手法不一：有些駭客會去蒐集每個人的人事資料，然後賣給徵信公司或獵人頭公司﹔有些則會利用網路散布自己寫的病毒，或是不停地對一些特定的對象進行攻擊，例如有些離職員工會在公司的程式中，放入「邏輯炸彈」。

現在的駭客已經不需要很高超的技巧，在網站上便可抓取許多程式，以破解各種密碼或仿造信用卡號碼，探測要攻擊的主機上有那些漏洞可以鑽，過濾網路上的資料，看看那些是密碼，那些是人事資料等等。總之，在現實世界裡，駭客和你我一樣，也是安分守己的一份子﹔只是在網路的虛擬世界裡，他們比你我更具有足夠的破壞力。